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White Paper 

Intel’s Recommendations for the U.S. National Strategy on Artificial 
Intelligence 

Executive Summary 
Nations that invest in Artificial Intelligence (AI) stand to gain tremendous advantages across industry, 
government and society at large. On February 11, 2019 the White House issued an Executive Order on 
Maintaining American Leadership in Artificial Intelligence1 (the Executive Order). The Executive Order is 
an important first step in acknowledging the importance of U.S. leadership in AI. It’s time for the U.S. to 
bet big on AI by building on the Executive Order to expand a National AI Strategy that includes specific 
measures to support and promote AI development and deployment. A comprehensive national AI 
strategy would earmark funding and resources for AI research and development, outline clear goals and 
accountability mechanisms, identify and remove barriers, drive public and private development and 
adoption of AI, and outline a program to mitigate negative or unintended consequences. A national 
strategy building on the aims of the Executive Order will facilitate and focus current U.S. efforts, paving 
the way for the future of AI.  

Foster Innovation and Development of AI  
Sustainable and funded government AI research and development will help explore the seemingly 
endless capabilities for AI in areas such as healthcare, cybersecurity, national security and education. As 
AI is adopted, implementation of federal policies will be critical to help ensure the most effective and 
responsible use of AI, setting in place clear ethical frameworks to guide development, and educating 
the public for better understanding of the uses and benefits of this technology.  

Mandated adoption of AI systems throughout the government will enable the advancement of AI and 
serve as a convener of best practices among multiple stakeholders including academia, industry, and 
civil society. Positioned as a hub for information and skills sharing, the government can expand AI 
development and adoption through public-private collaboration and cross-sector partnerships. This 
will enable the U.S. to develop and deploy AI technology more quickly throughout the economy.  

Liberate and Share Data Responsibly 
The more data made available for use in AI, the more “intelligent” AI systems become. Increased access 
to reliable data, however, must be coupled with privacy protections and comprehensive ethical 
measures. The adoption of comprehensive federal privacy legislation, and policies that require 
accountability for ethical design and implementation, are critical to ensuring protections are in place for 
efficient data sharing practices that mitigate potential individual and societal harm. With these policy 
protections in place data sharing can be a benefit, not a burden. 
 
Increased access to government data sources in machine readable formats across borders and 
jurisdictions will provide AI practitioners with a wide variety of data to help train AI systems. The 
adoption of international data interoperability standards will help speed the development and adoption 

                                                           
1 Executive Order on Maintaining American Leadership in Artificial Intelligence.  
https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-
artificial-intelligence/  

https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-artificial-intelligence/
https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-artificial-intelligence/
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of AI systems, and increase the efficiency of data sharing processes. Government incentives to increase 
willingness and comfort with sharing information with the public and private sectors will help shift the 
mentality of data as a product, and encourage data sharing. The government can also increase the 
inclination to share data by investing in privacy-preserving AI research, which allows academic and 
industrial labs access to training data while protecting it from being reverse engineered.  
 
 
Create New Employment Opportunities and Protect People’s Welfare  
Understanding the potential impact of AI on the workforce is critical. A multifaceted effort is needed to 
put the U.S. on a fast track to ensure AI employment opportunities and upward mobility for U.S. 
citizens. Specifically, the government needs to invest in the development of a workforce that creates AI, 
cultivate a workforce that uses AI, and mitigate potential negative impacts of AI-caused employment 
displacement. To do this federal and local governments should conduct a comprehensive study of the 
impact that AI will have on the current and future workforce. Utilizing the study’s findings, government, 
in collaboration with industry, can implement targeted initiatives and programs to help develop the 
workforce and alleviate job transitions and loss.  

A skilled and competent workforce has always been the foundation of the U.S. technology industry, 
enabling the economy to adjust to disruptions. However, an AI economy will require a new approach to 
our nation’s education system. This approach includes an overhaul of the educational curriculum to 
focus on critical thinking and complex problem-solving skills. Dedicated federal funding for grants, 
scholarships, and fellowships focused on building AI skillsets will also increase opportunities to develop 
and sustain an AI workforce.  

While preparing the next generation workforce is important, retraining the current workforce is equally 
so. The U.S. needs to make investments in AI skills development programs and support for workforce 
expansion.  

Remove Barriers and Create a Legal and Policy Environment that Supports AI  
A successful national AI strategy requires an analysis of the existing regulatory and policy landscape to 
identify and remove any barriers to the development and adoption of AI, while legislation and policies 
that help promote the responsible and ethical development of AI should be advanced.  

To achieve protection and security, the government must act to ensure AI can flourish in a safe 
environment where government and industry work in tandem. Government should avoid requiring 
companies to transfer or provide access to technologies, source code, algorithms or encryption keys as 
conditions of doing business, and support the use of all available tools, including trade agreements and 
diplomacy, to achieve these ends.  

The U.S. faces a great opportunity with AI to increase global competitiveness, improve the quality of life 
for the citizenry, and maintain its leadership stance on the world stage. Fostering innovation and 
development of AI, encouraging responsible data sharing, creating employment opportunities, and 
easing regulatory hurdles will ensure a U.S. big bet on AI will pay off in multitudes. 
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Introduction 
There is no doubt that AI, including machine learning and deep learning algorithms, as well as the 
hardware to accelerate them, is a transformative technology.2  AI is already providing profound 
capabilities and benefits that were not achievable just a few years ago.3  Looking to the future, AI has 
the potential to help us solve some of humanity’s biggest challenges. 

A 2017 report by PWC estimated that AI technologies 
could increase global GDP by $15.7 trillion by 2030, 
representing a potential 20% increase, with $3.7 trillion 
of that increase happening in North America.4 Many 
countries, in an effort to be the first to reap the benefits 
of AI and lead the AI revolution, have published AI 
national strategies and committed significant resources 
to the development and deployment of AI.5 In the U.S., 
the technology sector has long been a driver of global 
economic growth, bolstered by the U.S.’s unique 
approach to public-private partnerships. When 
technology development has been coupled with limited 
regulation and meaningful citizen-focused protections, 
the U.S. has been an innovation-rich environment 
unmatched in the world. However, relying exclusively 
on private sector innovation, while successful in past 
efforts, may not enable the U.S. to continue leading in AI as it has with prior technologies. To 
successfully lead in AI, the U.S. needs a comprehensive view of the national AI ecosystem and 
coordination across academia, industry, and civil society.  
 
As the potential societal and economic benefits and risks of AI are becoming clear, other nations are 
seeking to lead in AI by publishing comprehensive AI Strategies. These strategies commit funds and 
resources to the national development and adoption of AI, and the creation of domestic AI industries. In 
2017, China’s State Council issued a comprehensive plan to build a domestic AI industry forecasted to 
be roughly $150 billion by 2030 (plus related industries valued at nearly $1.5 trillion).6  In 2017 alone, 

                                                           
2 Kaplan and Haenlein define AI as “a system’s ability to correctly interpret external data, to learn from 
such data, and to use those learnings to achieve specific goals and tasks through flexible adaptation.” 
Kaplan Andreas; Michael Haenlein Siri, Siri in my Hand, who's the Fairest in the Land? On the 
Interpretations, Illustrations and Implications of Artificial Intelligence, Business Horizons. 
https://www.sciencedirect.com/science/article/pii/S0007681318301393  
3 Examples abound in such broadly ranging market segments as Health Care (e.g., more precisely 
detecting and diagnosing certain forms of cancer, treating depression), Food Production (e.g., improving 
crop yields), Energy Production and Distribution, Industrial Applications (e.g., increasing supply chain 
efficiencies), and Financial Markets (e.g., protecting our financial systems). 
4 “Sizing the prize: What is real value of AI for your business and how can you capitalize?” 
PriceWaterhouseCooper, 2017. 
5 E.g., Canada, China, EU, UK, France, Japan, China, India. “Overview of National Artificial Intelligence 
Strategies”     https://medium.com/politics-ai/an-overview-of-national-ai-strategies-2a70ec6edfd  
6 “Beijing Wants A.I. to Be Made in China by 2030.” Paul Mozur, New York Times, July 20, 2017 

https://www.sciencedirect.com/science/article/pii/S0007681318301393
https://medium.com/politics-ai/an-overview-of-national-ai-strategies-2a70ec6edfd
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China's AI industry received nearly 180 billion yuan ($26B USD) of investment and financing.7 AI-related 
patent submissions in China almost tripled between 2010 and 2014 compared with the previous five 
years, and Chinese investments account for 48 percent of global AI startup funding,8 while South Korea 
recently announced a roughly $900 million investment in AI over five years.9  This shows that 
government is in a unique position to advance the development and deployment of AI through 
leveraging existing expertise within the government and funding commitments.  
 
On February 11, 2019, the Administration signaled its commitment to U.S. leadership in AI by issuing an 
Executive Order, which outlines five guiding principles and six strategic objectives for maintaining U.S. 
leadership in AI. Prior to that, in May of 2018, the White House launched a task force dedicated to AI as 
well as a pilot program looking into ways to use AI to accelerate federal auditing.10 Additionally, within 
government we’ve seen the National Institutes of Health studying how recent AI advances such as deep 
learning could improve algorithms for cancer detection and treatment.11   
 
The U.S. government can and should help build on the U.S. ethos of innovation and technology 
leadership by committing to a National AI Strategy that advances its industrial competitive advantage, 
improves quality of life for the population, and maintains the nation’s AI technology leadership on the 
world stage. To do this Intel’s recommended National AI Strategy for the U.S. focuses on four key pillars:  

1. Fostering innovation through investment in research and development.  
2. Creating new employment opportunities and protecting people’s welfare. 
3. Responsibly liberating data to accelerate the development of AI systems. 
4. Removing legal and policy barriers to enable development and implementation of AI. 

Four Key Pillars  
As with any groundbreaking innovation, AI-related benefits come with risks that must be addressed. For 
example, AI technologies, due to their positive impact on productivity, may have a disruptive impact on 
the U.S. workforce. In addition, given AI’s reliance on vast amounts of data, any AI strategy requires 

                                                           
7  “AI sector sees big investment, financing in 2017: report”  Xinhua, February 24, 2018 
8 “How China Is Trying to Become the World’s Leader in Artificial Intelligence” May 8, 2018. Alexis 
Chemblette, AdWeek. Available at: https://www.adweek.com/digital/how-china-is-trying-to-become-
the-worlds-leader-in-artificial-intelligence/  
9  “Overview of National Artificial Intelligence Strategies” https://medium.com/politics-ai/an-overview-
of-national-ai-strategies-2a70ec6edfd 
10 Executive Order on Maintaining American Leadership in Artificial Intelligence.  
https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-
artificial-intelligence/  
11 “The White House has set up a task force to help further the country’s AI development.”  Shannon 
Liao, The Verge. Available at: https://www.theverge.com/2018/5/10/17340434/white-house-trump-
administration-ai-task-force-automation-robotics-investment  

https://www.adweek.com/digital/how-china-is-trying-to-become-the-worlds-leader-in-artificial-intelligence/
https://www.adweek.com/digital/how-china-is-trying-to-become-the-worlds-leader-in-artificial-intelligence/
https://medium.com/politics-ai/an-overview-of-national-ai-strategies-2a70ec6edfd
https://medium.com/politics-ai/an-overview-of-national-ai-strategies-2a70ec6edfd
https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-artificial-intelligence/
https://www.whitehouse.gov/presidential-actions/executive-order-maintaining-american-leadership-artificial-intelligence/
https://www.theverge.com/2018/5/10/17340434/white-house-trump-administration-ai-task-force-automation-robotics-investment
https://www.theverge.com/2018/5/10/17340434/white-house-trump-administration-ai-task-force-automation-robotics-investment
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responsible data liberation that allows for data use while protecting individual privacy, mitigating 
potential bias, and enhancing cybersecurity.12  

The following sections define the four key pillars of Intel’s recommended National AI Strategy. This 
framework will allow the U.S. to reap the benefits of advancing its industrial competitiveness, and 
promoting the U.S.’s AI leadership across all relevant areas (e.g. academia, industry, health care, 
government operations, cyber-defense, etc.).  
 
 
  
 
 
 
 
 
 
 
 
 
 
 
 
I. Foster Innovation and Development of AI  
As the primary source of funding for long-term, high-risk research initiatives, the government is in a 
unique position to influence the development and adoption of AI. The U.S. can: 

1. Increase Funding for AI Research and Development. While the Executive Order calls for 
increased research and development on AI, it does not make specific funding commitments 
critically needed funding and resources. One of the first areas of funding should be a study to 
determine where best to invest in research and development for the advancement of AI. Areas 
such as healthcare, national security, cyber-defense, data analytics, fraud detection, robotics, 
human augmentation, and AI for good initiatives (e.g., climate change, education, and 

                                                           
12 Intel’s AI Privacy Policy Whitepaper - https://blogs.intel.com/policy/files/2018/10/Intels-AI-Privacy-
Policy-White-Paper-2018.pdf. How Governments Can Help Advance Artificial Intelligence - 
https://newsroom.intel.com/editorials/how-governments-can-help-advance-artificial-intelligence/ 
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https://blogs.intel.com/policy/files/2018/10/Intels-AI-Privacy-Policy-White-Paper-2018.pdf
https://blogs.intel.com/policy/files/2018/10/Intels-AI-Privacy-Policy-White-Paper-2018.pdf
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sustainability, etc.) are particularly suited to the impactful deployment of AI. Government 
should also invest in fundamental research on future potential uses and implementations of AI. 

Additional funding should also be allocated to government agencies that support fundamental 
research and innovation in AI such as the National Science Foundation, the National Institute of 
Standards and Technology, the Defense Advanced Research Projects Agency, and others. 
Legislation is also needed to direct and fund government agencies’ study of how and where to 
most effectively adopt AI solutions within government.  

2. Mandate Adoption of AI Systems throughout the Government. Any U.S. AI policy should 
enable procurement and deployment of AI software and services throughout the U.S. 
Government including state and local governments, and funding studies to determine how to 
optimize existing systems for AI applications. For particularly sensitive applications, 
governments should ensure algorithmic accountability (i.e., responsibility measures and 
mechanisms for redress for potentially harmful results), explainability, appropriately narrow 
export controls, and mitigation of harmful bias. This includes enabling research and serving as a 
convener to leverage and share best practices among multiple stakeholders, including 
academia, industry, and civil society. 

3. Develop Responsible Government Policies for AI. To ensure the most effective and 
responsible use of this investment, the U.S. should develop and communicate thoughtful and 
ethical government policies and guidelines. This in turn will inform the development of 
international norms. Clear ethical frameworks will help the government’s efforts to engage 
private sector AI leaders by delineating the government’s objectives and guardrails around the 
use of AI and autonomous systems. Numerous groups from the public sector, civil society, 
academia, and the private sector have released various guidelines around the ethical design and 
implementation of technology.13 The U.S. should work with the private sector and academics to 
develop these guidelines. Government investment and research can support this work. 

4. Encourage Private Development and Adoption of AI. The U.S. should research tools and 
programs to encourage private development and adoption of AI throughout the economy. 
Initiatives on public-private collaboration and cross-sector partnerships will allow for quick 
development and deployment of AI technology. This will also encourage the evolution of AI 
systems that address government needs and challenges.  

5. Promote Awareness and Understanding of AI. The U.S. should develop policies and programs 
that foster public understanding and awareness of both the benefits and limitations of AI.  If the 
U.S. is to be the AI innovation leader, U.S. citizens must understand the value and benefits of 
this technology. The more the technology is understood and embraced, the quicker it will be 
adopted, and the sooner the benefits will be realized. 

6. Support International Cooperation and Standards. The U.S. should coordinate with other 
nations and the private sector to facilitate cross-border data sharing and intellectual property 

                                                           
13 E.g., IEEE at https://ethicsinaction.ieee.org/  

https://ethicsinaction.ieee.org/
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protection. International standards, such as data interoperability standards, should be 
leveraged to speed the development and adoption of AI applications. 

II. Create New Employment Opportunities and Protect People’s Welfare 
A 2016 McKinsey Global Institute report found that 45 percent of 
work activities could potentially be automated by currently 
demonstrated technology, and machine learning, a subset of AI, 
might enable automation of up to 80 percent of those activities.14 
Workforce disruptions are not a new phenomenon, especially in 
the face of productivity enhancing technology innovations. 
Research is needed to show how the economy and labor market 
will be affected by increased AI adoption. Currently, most 
deployed AI technologies are classified as “augmented 
intelligence,” meaning that they are designed to perform a specific 
task and assist human users, rather than replace human 
workers.15  This means that in most cases only a portion of a job 
would be replaced or made more efficient by the introduction of 
AI into that function. Nevertheless, most experts agree that there will be a substantial disruption to 
certain segments of the workforce, particularly for those in lower knowledge based positions and those 
located in less economically advanced areas of the country. 

A skilled and competent workforce has always been the foundation of the U.S. technology industry, 
enabling the economy to adjust to disruptions. Despite the evolution of the U.S. workforce and today’s 
relatively low unemployment rate, the U.S. needs a proactive strategy to ensure the welfare of its 
citizenry and the success of future generations of the U.S. workforce. This strategy proposes focusing 
on three areas: 

1. Invest in the development of a workforce that creates AI. 
2. Cultivate a workforce that uses AI. 
3. Mitigate the potential negative impacts of AI-caused employment displacement. 

The following specific actions should be taken in each of these areas. 

1. Invest in the development of a diverse workforce that creates AI. Continuous education is the 
strongest and most widely agreed-upon approach to developing a workforce that is capable of 
creating AI systems. Such a workforce should reflect the diversity of our nation not only for its own 
sake but also because emerging technologies require creative approaches that only a diverse 
workforce can bring. The U.S. public education system, however, is “not adequately prepared for the 

                                                           
14“The Age of Analytics: Competing in a Data-Driven World.” McKinsey Global Institute. December 2016. 
15 “The Alleged Threat Of AI Taking Away Human Jobs Is Not What We Think It Is.” Puneet Mehta. 
Forbes. January 17, 2019. at https://www.forbes.com/sites/forbestechcouncil/2019/01/17/the-alleged-
threat-of-ai-taking-away-human-jobs-is-not-what-we-think-it-is/#73b909fb384e  
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coming wave of technological change,” according to a recent Pew study.16 To remedy this issue the 
U.S. government should: 

a. Update Education Curriculum. Curriculums need to be updated to ensure that the next 
generation is equipped to enter the AI workforce. According to the World Economic Forum, the 
top five skills in 2020 will be: complex problem solving, critical thinking, creativity, people 
management, and coordination – skills that will be critical in the AI workforce.17  

An increase in government funding and investment in early childhood education, including 
teaching critical thinking, will strengthen the complementary relationship between humans and 
machines. Beyond early childhood education, primary schools should shift away from 
educational models that emphasize repetition, replication and memorization. Curriculum 
should be reviewed and studied to ensure that students are provided with the training needed 
to participate in the AI economy, with a focus on diverse and underrepresented students. High 
schools should offer programs and curriculums relevant to the AI job market.  

b. Bolster Investment in Higher Education at All Levels. The government should establish more 
institutional grants, scholarships, and fellowships to create curriculums that build AI skills in 
mathematics, statistics, computer science, data science and electrical engineering. Government 
should cooperate with industry to create incentive programs for people with traditionally 
disproportionately limited opportunities in AI and technology fields (i.e., specific scholarships 
and grants for women and minorities). 

2. Cultivate a workforce that uses AI. Along with investments in education, the U.S. will need more AI-
focused programs dedicated to skills retraining and support of workforce expansion to help 
mitigate the potential negative impacts of AI on the workforce. Again, such programs should reflect 
and encourage a diversity of experience, thought, skills and education.   

a. Fund and Support the AI Commission. Support for the recently established National Security 
Commission on Artificial Intelligence is imperative. This public-private body is tasked with 
reviewing advancements in AI and promoting a climate of investment and innovation to ensure 
the U.S.’s continued global competitiveness in AI. They also look to optimize the development 
of AI to address potential growth, restructuring, or other changes in the U.S. workforce. The 
Commission should be tasked with addressing: 

• Competitiveness 
• Workforce impact  
• Education 
• Ethics training  
• International cooperation  

                                                           
16 Pew Research Center, August 2014, “AI, Robotics, and the Future of Jobs.” Available at: 
http://www.pewinternet.org/2014/08/06/future-of-jobs/  
17 “The top 10 Skills that Will Land You a High-Paying Jobs by 2020, According to the World Economic 
Forum” by Melanie Curtin.  

http://www.pewinternet.org/2014/08/06/future-of-jobs/
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• Accountability 
• Data analysis 
• Government efficiency 
• Investment climate 
• Job impact 
• Bias 
• Consumer impact 

Federal programs and public-private partnerships should be established to support the 
introduction of AI technology and training programs. This could be done in community college 
programs that are separate and apart from funding and programs that may be made available 
for four-year institutions. For example, technical curriculums should be established that 
prepare workers to use AI technology in traditionally non-tech industries that will benefit from 
the AI revolution. 

3. Mitigate the Potential Negative Impacts of AI-Caused Employment Displacement. Federal and 
local governments should study how AI and automation will impact the workforce and identify 
which traditional methods of addressing job displacement will be most effective. For example, the 
U.S. government should fund research into the negative impact(s), if any, of providing school 
teachers with AI-enhanced instructional tools, or the negative impact(s) of AI augmenting medical 
services. We should seek the near and long-term answers to these and other similar questions. In 
addition to any targeted support resulting from this research, and the recommended investment in 
education described above, the U.S. government should consider the following actions to support 
those negatively impacted by the introduction of AI into their workplace: 

a. Support Unemployment Insurance and Benefits. Government, collaborating with industry, 
could provide unemployment insurance in the form of benefits for individuals whose jobs have 
been directly replaced or reduced by AI. Data exists in support of unemployment insurance in 
these situations, but more studies are needed to accurately measure if current types of 
unemployment insurance will provide enough transition assistance and whether existing 
benefits provide enough support to maintain the stability of the economy.18 In the meantime, 
one method for providing support could be strengthening federal grant funding to states for 
traditional safety net programs like Temporary Assistance for Needy Families (TANF) to provide 
family support and stimulate job preparation, and the Supplemental Nutrition Assistance 
Program (SNAP) for individuals experiencing food insecurity. 

b. Establish a National Service. Jobs are more than a source of income; they also provide a sense 
of dignity and value beyond that gained from wages and benefits. A study of the degree to 
which a broad-based public-private partnership network of National Service opportunities 
could alleviate job loss would provide more insight on this topic. Of additional interest could be 
a study on the degree to which such a program could also be used to rebuild infrastructure 

                                                           
18 “The Importance of Unemployment Insurance for American Families and the Economy” by Michael 
Greenstone and Adam Looney, Brookings. Available at: https://www.brookings.edu/research/the-
importance-of-unemployment-insurance-for-american-families-and-the-economy/   

https://www.brookings.edu/research/the-importance-of-unemployment-insurance-for-american-families-and-the-economy/
https://www.brookings.edu/research/the-importance-of-unemployment-insurance-for-american-families-and-the-economy/
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while developing technology skills, such as a public-private partnership funded Works Progress 
Administration that requires all projects to meet certain goals around both human employment 
and the use of data and technology to assist those employees. 

III. Liberate and Share Data 
Responsibly 
Developing AI systems requires vast 
amounts of data that is used to identify 
patterns, extract insights, and ultimately 
train a system that can act intelligently in 
the target domain. Generally speaking, the 
more data available, the more “intelligent” 
an AI system can become. Furthermore, 
adding data to these systems over time 
enhances their ability to understand new 
situations and opportunities as data 
generation and collection continues to build. Therefore, it is imperative that data be made broadly 
available in a usable format. Nations that promote open data sources and data sharing are the ones 
most likely to see rapid advancements in AI capability. The following specific actions should be taken to 
liberate data in a responsible manner. 

1. Adopt Comprehensive Federal Privacy Legislation. It is critical that we find methods that protect 
privacy while allowing for the innovative and ethical use of data. The commonly used “notice and 
choice” method of data collection is outdated and often not applicable given the broad variety of 
computing devices that collect user data without them even being aware that it is being collected. 
A key part of protecting people’s privacy is the adoption of a comprehensive U.S. privacy 
legislation that is technology-neutral and helps to address obligations for organizations processing 
personal data in order to mitigate potential individual and societal harm.19 

The Fair Information Practice Principles20 have inspired privacy legal frameworks around the world 
and withstood the test of time and the evolution of new technology. Accountability obligations 
outlined in the Principles require organizations to put the right people, policies, and processes in 
place to effectively protect privacy. Data use control restrictions are part of the legislative 
landscape, and new restrictions should be placed in a comprehensive U.S. privacy law that 

                                                           
19 Intel Solicits Feedback on U.S. Privacy Law Proposal - 
https://blogs.intel.com/policy/2018/11/05/intel-solicits-feedback-on-u-s-privacy-law-proposal/  
20 The eight FIPPs are Collection Limitation, Data Quality, Purpose Specification, Use Limitation, Security 
Safeguards, Openness, Individual Participation and Accountability. OECD Revised Guidelines on the 
Protection of Privacy and Transborder Flows of Personal Data (2013), 
http://oecd.org/sti/ieconomy/oecd_privacy_framework.pdf 

https://blogs.intel.com/policy/2018/11/05/intel-solicits-feedback-on-u-s-privacy-law-proposal/
http://oecd.org/sti/ieconomy/oecd_privacy_framework.pdf
http://oecd.org/sti/ieconomy/oecd_privacy_framework.pdf
http://oecd.org/sti/ieconomy/oecd_privacy_framework.pdf
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improves the FTC’s ability to mitigate individual and societal harm that may occur as a result of AI 
implementation.  

Policies should be developed considering proportionality or risk-based outcomes, recognizing the 
breadth of AI tools and applications. For example, many industrial applications, from predictive 
analytics for mechanical systems to weather and soil analysis, do not rely on personal or sensitive 
data and therefore should be governed by a different level of privacy considerations. Companies 
should work with civil society and Congress to take these concepts and create a forward-leaning 
and comprehensive privacy law that is optimized for our country’s culture of innovation.21 

2. Open Government Data. The U.S. government is leading by example and increasing access to 
government sources of data as appropriate. This ensures that publicly available data is shared in 
machine readable formats and across borders. State and local governments should also consider 
making non-sensitive or anonymized data available for use in AI systems.  

3. Incentivize Data Sharing. Foster incentives for data sharing between public and private sectors, 
and among industry players. Often data is viewed as a product or commodity with aggregators 
reluctant to share or make data available. Governments can incentivize sharing through tax or 
policy incentives. In addition, the U.S. government should seek to prohibit the imposition of tariffs 
on data flows around the world. Similar to the efforts made in the cybersecurity space for sharing 
threat information, data appropriately shared would increase data availability and accelerate the 
development of AI solutions.  

4. Adopt International Interoperability Standards. International data interoperability standards 
should be adopted to speed the development and adoption of AI systems.22 Certain data have 
already been made available in standardized formats and are therefore available to AI systems. For 
example, the National Cancer Institute pioneered a data-sharing protocol whereby certified 
researchers can query de-identified patient data drawn from clinical data, claims information, and 
drug therapies. This enables AI researchers to evaluate efficacy and effectiveness and make 
recommendations regarding the best medical approaches without compromising patient privacy. 

Government should actively support the creation of reliable annotated datasets (i.e., uncorrupted, 
valid, and relevant) that could be used by all AI developers, by start-ups, and more broadly by 
industry to validate automated solutions, benchmark algorithm outcomes, and test for 
unintentional biases. 

5. Invest in Privacy-Preserving AI Research. Research should be accelerated in academic and 
industrial labs on methods for training AI algorithms on datasets without requiring direct access to 
the training data. For example, federal learning approaches allow for training on edge devices 
without sending the original data to the cloud. Homomorphic encryption enables training models 
directly on encrypted data. Differential privacy methods protect the training data from being 

                                                           
21  “With big data collected in ways that people do not know, we need to rethink privacy.” The Hill. 7/9 
2018. David Hoffman. 
22 “How Artificial Intelligence is transforming the World.” Brookings. April 24, 2018. 
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reverse engineered. Policymakers should prioritize having organizations such as the National 
Science Foundation and Defense Advanced Research Agency fund such research. In addition, when 
the U.S. government is deploying deep learning methods, that privacy research should be 
leveraged to set an example for industry. 

6. Require Accountability for Ethical Design and Implementation. The social implications of 
computing have grown and will continue to expand as more people have access to smart systems. 
One of the most significant implications for end users of AI systems is that data sets used to train 
such systems are biased and can invisibly and unintentionally reproduce and normalize theses 
biases.23 Policies should work to identify and mitigate discrimination and bias in algorithms and 
encourage diversity in design and data sets. In addition, existing statutes governing discrimination 
in the physical economy should be extended to their complementary digital platforms.  

IV. Remove Barriers and Create a Legal and Policy Environment that Supports 
AI 
Government should evaluate the existing regulatory and policy landscape for barriers to AI adoption, 
and use caution before adopting new laws, regulations, taxes or controls that may inadvertently or 
unnecessarily impede the responsible development and use of AI. New policies should be established 
to appropriately govern the use of AI, accounting for the unique aspects of AI. The primary 
considerations from a policy perspective follow. 

1. Regulate Broad Objectives or Uses, Rather Than Specific Algorithms. U.S. strategy should focus 
on broad AI objectives and enact policies to advance them, as opposed to attempting to determine 
exactly how specific algorithms operate and regulate those specific algorithms. Regulating 
individual algorithms would limit innovation and make it difficult for industry to make use of and 
innovate in AI.24 

2. Expand General Legal Principles to AI. The U.S. government should examine where existing laws 
and regulations may prohibit tasks from being performed autonomously and determine whether 
such restrictions are still justified.25 

3. Protect US Innovation and IP Globally. For innovative technology to be developed and 
implemented there must be IP protections for source code, proprietary algorithms and other 
innovations.26 Government should avoid requiring companies to transfer or provide access to 
technologies, source code, algorithms or encryption keys as conditions of doing business, and 
support the use of all available tools, including trade agreements and diplomacy, to achieve these 
ends. 

                                                           
23 “Augmented intelligence in health care: Report 41 of the AMA Board of Trustees,” American Medical 
Association 2018. 
24 “How artificial intelligence is transforming the world” Brookings, April 24, 2018. 
25 “How to regulate Artificial Intelligence.” Oren Etzioni. New York Times. September 1, 2017. 
26 “AI Policy Principles: Executive Summary” ITI  
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Conclusion 
The U.S. has a great opportunity with AI to increase its industrial competitiveness, improve the 
population’s quality of life, and maintain its leadership stance on the world stage. Through the recently 
released Executive Order the Administration has signaled its willingness to act to maintain U.S. 
leadership on AI. Now it’s time to move forward or risk falling behind other nations who have already 
developed AI strategies and are investing heavily to capture AI’s enormous potential. Intel would 
welcome the opportunity to discuss our recommendations. We stand ready to work closely with all 
interested stakeholders to develop viable pathways to pursue the responsible development and 
adoption of AI to ensure U.S. leadership in this emerging technology. 
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